
Libraesva offers an end-to-end email encryption 
service to ensure confidential communication 

stays private and secure.

The emails are encrypted and stored on the 
senders Libraesva Email Security Gateway 

appliance to ensure your files and encrypted 
emails are not sent outside of the network.
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OpenPGP/MIME Encryption

On premise and stand-alone or integrated  
Libraesva Email Security Gateway portal

Simple way of sending and replying to encrypted 
emails

One-Time password for each message or stored 
password for each sender and recipient

Multi-tenant

WHEN AND HOW TO CONFIGURE 
THE EMAIL ENCRYTPION?

Set up from Outlook, marking the message 
as Company Confidential

Set up for subject keyword

Set up based on message content in order 
to implement Data Loss Prevention rules, 
integrated with dictionary bases search 
functionality

Set up through sender-recipienttransport rules 
(encryption policies)
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FOR mORE information
w: www.libraesva.com
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01

02
03

04

When an encrypted email is sent, the recipient receives an email alert notifying them 
that they have received an encrypted email. By accessing the link and entering their 
email address and encryption key. The user can then read and respond to the encrypted 
email. You can keep the same encryption key per recipient or have a new key generated 
every time depending on your preference. 


